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Google and Facebook are leading the éevelepmen? of 'y m‘a&;maiimtiom”Aihe process
through which the type of information offered is adjusted to us gre” demands. The way that
personalization shapes identity is still becoming clear—especially because most of us spend
more time consuming broadeast media than per;sonaiized conient sireams on the Internet, But by
looking ai how those two major players on the web conceive of identity, it’s begoming posaible
to predict what these changes might look like. Personalization requires & theory of what makes a
nerson—of what bits of data are most important to ascertain who sorneone i3, and the two web

siants have quite different ways of approaching the problem

Gnogle’s personalization system relies heavily on web history and what you chick on to
(11, infer 2. defer 3. prefer) what you like and disiike, These olicks often happen 1o an
entively private context: The assumption is that searches for “intestinal gas” and celebrity gossip
are between you and your browser, You might behave differenty if you thought other people
were going to 568 your sear ches. But it's that behavior that determines what content you see in
Google News, what ads Google displays—that determines, In other words, Google’s theory of

YOLL

The basis for Facebook’s personalization is entirely different, [21(1. Unless 2. While 3.
Since) Facebook undoubtedly tracks clicks, its primary way of thinking about your identity is o
look at what you share and with whom you interact, That's 2 whole different kettle of data from
Google’s: There are plenty of odd and erabarrassing things we lick og that we'd be [31(1. rea
2. reluctant 3. flatered) to share with all of our frlends In a status update. And the reverse is
true, too, 1’1l admit to sometimes sharing links Pve barely read-—the long investigative piece on
the reconstruction of Haitl, the bold political headline~because [ like the way it makes me 1411
turn 2. stick 3. look) to others, The Google sell and the Facchook self, in other words, are
radically different people. There’s a big difference between “you are what you chick” and “you

are what vou shara.”

Both ways of thinking have their benefits and drawbacks. With Google's click-based self,
the gay teenager who hasn’t [S)(1. nom up 2. come out 3. looked up) to his parents pan stll get

a personalized Google News feed with pieces from the broader gay community that affiem that
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he’s not alone. But at the same time, 2 self built on clicks will tend to draw us even more toward
the items we're [6](1. predisposed 2. entitled 3. embarrassed) to look at already. Your perasal
of an article on & celebrity gossip site is [7}{1. filed 2. thrown 3. given) away and the next time
you're looking at the news, vou are wore likely to find salacious details sbout an actor’s

infidelity on the screen.

Facebook's share-based self is more aspirational: Facebook takes vou more at vour word,
presenting you as you'd like to be seen by ofhers. Your Facebook self is more of a performance,
less of a metaphorical black box, and ultimately it may be more prosocial than the bundie of
signals Google tracks. But the Facebook approach has its downsides as well—to the extent that

Facebook draws on ‘thf: more public sell, it necessarily has [8](1, no rooms 2. less room 3.4

o my mgm} for pmam mtﬁrmm and concerns. The same c‘iom od gay &enag,{:r s information

c,ﬁwmnmmt on E a{:wook remaing P@](i mhumaﬂ 2. inc mpmis,_ 3 xﬂ{i}ff@fﬁlﬁ)»

Both are pretty poor representations of who we are, in part because there is no one set of
data that s‘u‘é:es%an{iva?y describes whe we are. “Information about our property, our professions,
QUL purchases our finances, and our medical history does not tetl the whole story,” writes
privacy expert Daniel Solove, “We, are more than the bits of daia we [10]{1. puf: 2. take 3. give)

off as we go about our Hves.

Robotics engineers frequently run [11](1. down 2. into 3. over) problems when atterapting
to create realistic reflections of life. There can actually be an uncomfortable sense of disconnect
that one fecls when looking at amp@nccﬂy animated humans or plastic-looking, human-faced
robots—the so-called “uncanny valley” The problem is that the data do not necessarily
represent reality. We can say that Facebook and Google are in fact experencing similar
problems in their efforts o capture individual personalitics. With Facebook, users are actually
creating a mask to show the world, but at the moment it is an imperfect and unconvincing one.
With the Google paradigm, the personality sketch created of users is also flawed, albeit
differently. This is due to misinterpreting aspects of a given customer’s online behavior as being
mndicative of his or her identity, It could be said that rather than a good representation of self|

right now the Internet can only provide a shoddy doppelganger *

Mark Zuckevberg, the founder of Facebook, claims that we have “one identity”, a claim
that has become the foundation of the Facebook personalization model. Psye hologists, however
warm us against this misdonception. We tend to explain people’s bebavior in terms of their

unchanging nmer fraits rather than the situations in which they're placed. Bven in situations
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where the confext clearly plays a major role, we find it hard to separate [12}{1. bow 2. when 3.

where) someons hehaves from who she i3,

Our personalities are fluld. Someone whe's greganious and outgoing when happy may be

introverted when 1311 stressed 2. excited 3. joyful). We may think that ous personalities are .

- set, and our behaviors are predictable, but this is not necessarily the case. Even peopie who'

think themselves to be gentle and mild-mannered raay agt bmiaiiy under Cefiam conditions. ’i"his; o

- was demonstrated by psychologist Ssanié.ay Mh ram in s off-cited exper mem at Yale in &tac,_____

.

with & passenger on the tan or trving fo fimish a wpm’t at work, The 5’%}{2 platinde 2.

1960°s where he got decent ordinary pw;ﬂa m apparently f:iwims,me othcr subiects upot th

instruction of' a msadmhar ina white lab coat, & n)’iﬂbf&i ofmihomy

- There is a reason ﬁzat we act thm way: The pwsunai;tv {raits that SErVe us we 3.]; whfﬂn we'te

at dinner with our famly might &@t [141 § on Z. along 3.1 } fha Wa“gf Wher we're i a dispuie

i

- plasticity 3 profusion) of the seift aiiows. for Sagzai situations that would be impossible. or

intolerable if we. always behaved. exactly the same way. Advmm ers. have unde m_‘mod.this'
p?ﬁ@i;{}me’mﬁ for a long time. If's no.accident that you don’t Ezms many beer ads as you're

driving to work in the moraing. People bave different needs and aspirations at eight a.m. than -

they do at eight pon, [16](1. By contrast 2, On the contrary 3. By the same token), biliboards

in the. night-life district promote - different products: than billboards in  the residential -

neighbmﬁh@eds the same partiers go home to.

The. _Qﬁamiden‘z_if}’_pm'b}éim il Lm{ 5. ong of the dcmg, ers of {E !{3 :s"wmmg 2, trning 3
getting} over your most personal detalls to somg;a.ﬁms who have 2 skewed view ol what ic’i@m‘i!:y.
is. And when we're aware that everyihing we ¢o enters a permanent, pervabm online record,
another. problem. emerges: - The knowledge that what we do affects what we see and how

companies see us ¢an creale a chilling effect. Genetie privacy expert ’vﬁ'&m Rothstein describes

- how lax 1‘@@5}.&&0&3 around genetic data can actually reduce the nunz%zs* oi people willing to ‘a@

tested for certain diseases: If you might be discriminated against or denied insurance for having -
a pene linked to Parkinson’s disease, it’s not urreasonable just to skip the test and the troubling

knowledge that might result.

However, the one-identity problem isn’t & fundamental flaw. It’s more of a F18](1. bug 2.
bit 3. virus) Because Facebook thinks you have one identity and you don’t, it will do a worse
job of personalizing your information environment. As a friend of mine told me, “We're so far
away from the nuances of what & means to be human, as reflected in the nnances ot the

technology.” People don’t have a single, tidy identity in all contexts, and every [19](1

J— Afi -



increasing 2. dropping 3. passing) fancy is not demonstrative of some core desive or interest. In
theory, however, the ong-identity, context-blind problem isn’t impossible to fix. Personalization
will undoubtedly get better at sensing context, and, in fact, people in the field are working on it
They might even be able to better balance long-term and short-ferm interests. But when they
do—when they are able to accurately [20](1. dial - 2. gauge 3. switch) the workings of your

psyche—things will get even more uncomfortable.

MNote:
¥ doppelganger: someone who looks exactly like you, but is not you

—Adapied fom Bl E?*_a,r%sci: (2611 The Filer Hubble. Penguin Press,

' LZE} Which of. the f@iiow% is dezﬁ,&i io éh(:: ciescmp&:mﬂ oi (soogia 5 pcrsema’im&*um sywi@m
- mentiongd § n the 2i pamﬁ"mﬁﬂ’f’ = _ _ _
i medmg users with mf@rmdimﬂ ‘z)y 3{" iium ai ihma@h ih(}ﬂ” ﬁ,@,iﬁlmpﬁrmé dam on hkes and
dighikes, '
2. Leumg users ae’gusl their chckmg hgsmry in case their families, friends and Gjthér users gain
access fo it ' R . o
3. Keeping vour online idémity just between you and Goog_ﬁe,. beyond the reach of other users.
4. Adjusting the type of information they provide based on each user’s browsing record on the

web,

[22] In the 4" paragraph, the author mentions the case of a gay tecnager in order 1o illustrate
1. how seriously Google is comumitied to basic human rights and lberalism. -
what a narrow range of personal interests can be maintained by using Google, -

how you can get information you want without revealing vourself to the public. -

S

how your information environment can be jeopardized by Google’s click-based seif.

23] Which of the following would be closest in meaning to the phmse mcre ofa paﬁoz’mam@,.
less of a metaphorical black box” as mentioned in the 5% paragraph?

i. Facebook is concerned with what you show, rather than what you click,

You are more of what you do than what you feel,

Treat others as you would like to be treated.

B

You hide what people want to see rather than what you want to show.



{24] Which of the following is claimed by the 7" paragraph?

1.
2

Lad

Facebook encourages users to put up a fagade to hide their true idenfities on the Internet.
Neither robotics engineering nor social networking has solved the problem of the "uncanny

valley”

. With Google’s personality profile method, you show the world an imperfect version of

yvourself
Internet setvices can learn from other techuological fields to overcome the problems of

ontine identity.

[25] In order to avoid the misconception discussed in the 8" paragraph, it would be necessary to

o

L b

ha

take into consideration people’s psychological factors as well as behavioral patterns. '

regard people’s personality based on various behaviors in different situations.

. distinguish behaviors visible from the cutside from feelings buried inside the hearl,
3

realize Eh@re_is no c:onsistf—;my fo bs 'fos.md Whm you obsaws Sema:{};:;e’s bﬁh&\"i{}l’&

[26] The purpose of the experiment conducted by Stanley Mﬂgmm ag m@mmmd in the 9%

paragraph was to show that

1 humens hide a natral inborn drive to harm others though it is rarely put info action.
23 ¥y

2. people’s willingness to harm others is affected by what type of context they are in.

3. people’s cruelty is typically the result of overbearing authority figures.

4. people’s personality traits have a strong effect on how they act in a given situation.

{27} Which of the following is another example of a “chilling offect” as itis used inthe | PR _

paragraph?

i. Ifregulations are not strict enough, personal records of diseases may feak out to the public

causing distrust in authority.

When a large number of people skip medical tests, there will be an increased chance ol
mf{:mm%és diseases gﬁmg rampant. S _ - _ |

Once people know you have & gene hnk@d toa spﬁmﬁc disease, ﬂf}@lﬁ wﬂi be no > Way o avoid:
their discrimination against you. '

Tf you work in a hospital with an incompetent doctor, you do not report him because you are

afraid you will be fived.



[28] The staternent “people in the field are working on it in the 12% paragraph means that they

are frying Lo

1. strike a balance between leaving users unknown to each other and requiring them to maintain '
a single identity.

2. incorporate Facebook’s sharing functions into Google search functions,

3. better personalize search results by making personalization more context-sensitive.

4. help Facebook improve the way they personalize the type of information users access on the

Internet. -

{297 Which of the following phrases from the article best corresponds to the phrase “a single,
tidy identity” as used in the 12% paragraph? '
e ‘unchanging inner i:z"aité;-i = '
2.4 maék s

3. the public self

4. ashoddy doposlganger

- [30]. Which of the following can be inferred Gom this a_ﬁicie? _

L. P@rssmﬁza‘siéﬁ on the ‘Weﬁ makes you look multi-dimensional, although in reality ycﬁs full
personality is hard to pinpoing,

Z. Invisible filtering of web content via personalization may threaten to limit your exposure to
different thoughts and ideas.

3. As a Facebook user, you might feel like sharing any kind of news with vour friends, whether
it 1s favorable or unfavorable to your self-image.

4. Two people in different regions with different fnterests witl receive identical Google results

when typing in the same search phrase.
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Medical devices are a wonder of the modern age. "Smart” jufusion pumps deliver drugs -

~ perfectly dosed for individoal patéam'é,_ Easymiomusé AEDSs (Aummaiic Electronic Defibrillators) -

“can bring heart-attack victims back from the brink of death. Pacemakers and artificial hearts -

keep people alive by ensuring that blood is purnped smoothly around their bodies. .

© Howsver, as these devices have __become' more. {31}(1 Qapab}é 2. collectable - 3.

compatible), they have also become more ca}m}ﬁsx; Mare than half of the medical devices sold .~ .

In America {the world’s }argast health-care I}C},d&i{@@ e }Ly on software, and often lots Gf it. The

software in a pacemaker may require over 80,000 }mes of code, a drug-infusion pump 176,000 -

© lines, and an MRI {Magnetic Kes SUNANCE Imagmg} scanner more thaﬂ 7 million Emm

.. This growing reliance on software causes problems that are {3_12}{1" famiiiar : ’2,« famons 3.

stmple) 1o anyone who has ever used a computer: bugs, crashes, ang vulnerability to digiial o

ati;asks One. in three of ali wzt Ware- ~based mudmai dewwq sold 1 in Am rica between 19)0 and-

2005 were recalled for software failure. Dr. Kevin Fu, a computer science professor at the

University . of Massachuseits; galéa;;laws that such’ recalls -have affected over 1.5 million

' individual devices since 2002, In 2012, researchers at McAfee, a computer-security. firm, said
- they had found a Way to get an implanted insulin pump to deliver 45 days? worth of insulin in .
~ong goo And in _Z__OG& Dir. Fu and bis colleagues published a paper dmaiiiﬁg the remote, wireless

iﬁpmgrammmg o_f an implantable defibrillator. .

wmn wﬁwar& in a medical devme fmifmscuens i’qe ct}msequeﬂem can be far ore serious

t‘}.@n Jjust having 1o mbeot your PC. Quﬂngj ihsz i%i)'»: a bug. m the software Of Therac-25:

' _f&dmahempy machines caused massive: OV@IdOS@b ot rad;aimn o hc {53}(1 d{hiwm,d 2 dragg@d

3. driven) to several patiends, killing at least five. America’s Food and Bmv Administration: 5
(FDA) has linked problems with drug-infusion pumps to nearly 20,000 serious mnjuries and over-

700 deaths between 2005 and 2009, Software errors were the most frequently cited _pw_biézm.. .

[341(1. As regards 2. Despite 3. In addition to) accidental malfunctions, wireless and
networked medical devices are also vulnerable to attacks by malicious hackers. Dr. Fu and his
colleagues showed how an implantable cardioverter defibrillator could be remotely

reprograrmed either to withhold therapy when zt is needed or, {3531, as i 2. even worse 3.af

T L
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s0), 1o deliver unnecessary shocks. Dr. Fu says that when it comes to testing their software,
device manufacturers lack the safety culture found in other high-risk industries such as aviation,
and are failing to keep up with the latest advances in software engineering. Insup Lee, professor
of computer science at 1215, University of Pennsylvania, agrees: “Many manufacturers do not
have the expertise or the Whimgpness to %mhzs new weis being developed in computer science,”™

hie says.

Just how bad it is, though, no one knows for sure. The software used in the vast majority of
medical devices is closed and [36](1. primary 2. probationary 3. proprietary). This prevents

rivals from copying each other’s ca}d@; or checking for patent mfrjén%ment% it also makes it

_haﬁderéﬂ 37T gzxpeac 2. ptoduw 3. pmiﬁu’) ﬂaws The FDA, wizicﬁ conld d@mand to.see the

) boume cade; for ﬁ\r’@i ¥ ée“vm@ it approvcbs dom n@t mu‘tmdy ciﬂ sa) bwt mszead Eea‘vss ;f{ to:-

' maﬂuiacwmrs m vahdat@ than own soﬁwam

~Frustrated by the lack of co-operation from manufacturers, some’ academics now want 1o

- reinvent the medical-device industry from the [381(1. belly 2. seat 3. ground) i,‘afp,.using open-

source techniques. In open-sowrce syst@g'ns the source code is:ﬁ'@fiy shamd' and can i}e viewed

and modified by anyone wifm wants to see how it works or buiid an ;::npmvcd version of it _

| Exposmg a dsﬁg}n o many Emnds aﬁd [39 ;( . ears 2. eyes 3. if,_ei}j the ?;heory_ goes, results in :

safer proaaut%

¢

The Generic Infusion Pump project, a joint effort between the University of Permsylvania
and the FDA, is taking these [40)(1. meddlesome 2. quarrelsome 3. troublesome) devices back -
to basics. The researchers began not by building a device or writing: code but by imagining

everything that could possibly go wrong with a drug-infusion pump.

-Mathematcal models of existing and new pump designs were tested against the possible

risks, and the best-performing models were used to [41](1. encase 2. generate 3. invigorate)

code, which was installed on 3 second-hand infusion pump bought ontine for $20.

Lqudliy ar“ﬁaﬁ ous is thf, Dpeﬁ Source Medical Device initiative at the University of
Wisconsin-Madison. Two medical phvsicists, Rock Mackic and Surendra Prajapati, are
designing a machine to combine radiotherapy with high resolution CT (computed tomography)
and PET (positron-emission tomography) scanning. Their [42)(1. aim 2. sight 3. stock) is to

supply, at zero cost, everything necessary to build the device from scratch, including hardware

specifications, source code, assembly instructions, suggested parts——and even recommendations

[43}(1. by . 2. on 3. over) where to buy them and how much to pay. The machine shouid cost



il

about a quarter as much as a commercial scannex, making it attractive in the developing world,
says Dr. Prajapati. “Existing devices are expensive both to buy and maintain,” he says, whereas
the open-source model is more sustainable. “If you can build it yourself, you can fix it yousself

when sorpething breaks.”

' Open-seurce devices ate also to be found [441(1. generously 2. taterally 3, Literally) at the
cutfing edge of medical science. An open-source surgical robot called Raven, designed at the
University of Washington in Seattle, provides an affordable platform for rescarchers around the

world to experiment with new techniques and technologies for robotic surgery.

All these open-source systems address very different problems in medical science, but they
have oné thing in common: all are currently prohibited for use on live human patients. To be
used in a clinical setting, open-source devices must iirst {45}{1; undergo - 2. underlie 3.
understand) the same expensive and lengthy FDA approval processes as any other medical
device. FDA regulations do not yet require software 1o be analyzed for bugs, but they do ingist
on a rigorous paper trail detailing its' development. This is not always a good fit with: the

collaborative and often informal nature of open-source coding. -

The high cost of navigating the regulatory [46)(1. regime 2. regiment 3. reproduction} has
forced sorme not-for-profit, open-source projects to alter thelr business models. “In the 1590s we
developed an excellent radiation-therapy treatment-planning system and tried to give it away to

other clinics,” says Dr. Mackie. “But when we were told by the FDA that we should get our.

 software approved, the hospital wasn't willing to fund it.” He formed a spin-off firm specificaily

14

to get FDA appzovﬂ It took four years aud cost millions: of dollars. - The software was

subsequently sold as a traditional, closed-source product.

Others are skirting America's regulatory system altogether. The Raven surgical robot is
intended for research use on animais',-whi‘ze_zhe Open _Soum@_Meééca} Device scanmer -will be
farge enough only to {47}{1, accommgciaté 2. eradicate 3 relocate) rats and rabbits. However, .
says Dr. Mackie, there is nothing to stop anyone taking the design and putting it through a.
regulatory process in another (:oun‘try; “It may even happaﬁ that the device will be used on
tumans in parts of the world where strict regulation does not exist,” he says. “We would hope

that if it is used in such a way, it will be well-enough-designed not td hurt anybody.”

The FDA is gradually embracing openness. The Medical Device Plug-and-Play (MD Py
Program, a 10-million-doflar initiative funded by the National Instifutes of Health with the

support of the FDA, is working to set open standards for interconnecting devices from different
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manufacturers. This would mean that, say, a blood-pressure cuff could instruct 2 drug pump to
stop delivering medication if it sensed that a patient was suffering an [483(1. admited 2.

advantageous 3. adverse) reaction.

491(1. Eventually. 2. Inadvertently 3. Ircnically) medical devices might evolve into-
collections of specialized (and possibly proprietary) accessories, with the primary computing

and safety features managed by an open-source hub.

in the meantime, there are moves afoot to improve the overall security and reliability of
software in medical devices. America’s National Institute of Standards and Technology has just
recommended that a single agency, probably the FDA, should be responsible for approving and

?SG}{E racking 2. stacking 3. tra{:kmg} becrssaunty in medical dcvm,s and ‘Sthe E‘DA i5 re-

5 waiudtmg ;ts abziﬂ:y to cope wi th thc growing use of qoﬁwfﬂa N

.18

Such cfrzanges'cannei haﬁpﬁn too soon. “When a plane falls out of the sky, people notice,”
says Dr. Fu. “But when one or two people are hurt by.a medical device, or even if hundreds are

hurt in d}ffemx parts of the couniry, nobody nouws With ever more wmpiex dewccs

opening up the hidden heart of medical technology makes a great deal of sense.

——Based on “When code can cure or K. (2012, June 23. The Feonomist

[51]In the 5™ paragraph, what does “safety culture” refer 107

1. National training for dangerous situations.

2. A culture in which medical safety laws are sspecially strong.
3. Countries with low levels of crime, lke Denmark and Canada,

4. An organizational situation in which safety is of first importance.

(521 According to the 8® paragraph, the Generic inﬁ;saon Pum;:s project developed their product
by first

i c-ons%d.{::ring potential problems.

2. studying all of the competing products.

3. surveying medical professionals about their needs.

4

. creating open-source equivalents from proprietary rivals,



[53] What does the guotation in the last two sentences of the 14" naragraph indicate? '.
.1 The belief of the speaker that the regulations for open-source medical e_@ip_mcni should be
less strict, - - | | _ SORRT |
' - 2.0 An admission that if not used correctly, the t_ﬁ(_:hmiegj;f could be dangerous. '
3. The gx.}ssi.bih‘ty i:h_at_:fom%gn_gmmtr_i@é a%e more aé.vaégged n _%h.s defs%gg of o?aﬁ_s@m-gg :
' devices. o e '

4. Q}}}y *ﬁhsraugh imm‘natiemﬁza{éon can open-source technologies become readily available,

[54] Wiszch af Thﬁ ialiowmg is ]‘W}?” a pmbhm mth mmg ﬁpen SOUCE sm:twaze for mad;cai
__dswc%

1. Itis expemws m pass goverment regh ﬁﬂmm

Medical companies have not accepted Oper-50urce methods,

The informality of open-source programing makﬂs documentation, oS, dﬁﬁwii

e

. Academics disapprove of open-source software because of buggy code and hackers,

© [55] What ultimately ha@genﬁd to D%:‘, Mackie’s radmimnu’hsmpy fre &menbyiannﬁng system? .-

[t coz.ﬂd not successiully ¥ compste i the mat hgtpiacc

b

- It was released as closed-source software.

L2

it failed due to poor open-source coding,

4 Ttwas too expensive to build.

[56] In the last paragraph, Dr. Fu’s comment, “When a plane falls out of the sky, people notice,”

can be taken to mean that _ :
1 the Qramam nature of a@zpidna Mﬂum% bvmﬁ Ore attemmn and faster chaﬂgﬁ ’c}zaﬂ medma}
soffware failures. _ ' :
2. people are more iikaiy to notice very dmmatia:_wmt& s0 only when someons dies from.-
- medical software, will change occur. _ | : |
. the ma,di{,a} industry has nothing to learn ﬁ‘om the aviation mdu%zy " .-

-4, aviation disasters are more important than medical disasters,

[57] Which of the following is an implication of the article?
1. Open-source medical software is irapractical because of the lack of organization of open-
SOUFCE PYOgIAMIners, ' : '

2. The FDA approval process has ruined any chance of future success mr open-source in the-

fisld of medicine.

3. Open-source software has the potential to malke medical devices safer,

4, A closed-source sysiem is necessary to ensure patient safety.



158] According to the article, what is currently true about ALL open-source medical devices?

i They have been approved by the FDA.

o

‘They are restricted to non-human festing,

L)

. They are more costly than simitlar proprietary versions.

i

. They are considerably more popular in the developing world.

1591 Which of the following 1s NOT a theme gxpler@d in this article?
1. Doctor iability

2. Medical law

3. Patient safety

4, Wireless security

[60] Which of the following Is an argument made by the article with reference to-the widespread

use of open-source software wn the medical industry? -

vy

- L. The use of open software prevents cyber-security breaches.
2. The wider use of open-source would lessen the influence of closed-source companies.
3. Open-source allows for more exxor checking, which could prevent medical emergencies.

4. Closed-source software has superior design and safety to that of its open-source counterparts.,

. 1‘ ——
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